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Copyright Notice 

©  WoMaster. All rights reserved. 

 
About This Manual  
This user manual is intended to guide a professional installer to install and to configure the DS410F switch. 
It includes procedures to assist you in avoiding unforeseen problems. 

 NOTE: 

Only qualified and trained personnel should be involved with installation, inspection, and repairs of this 
switch. 

 

 

Disclaimer  

WoMaster reserves the right to make changes to this Manual or to the product hardware at any time without notice. 
Information provided here is intended to be accurate and reliable. However, it might not cover all details and 
variations in the equipment and does not claim to provide for every possible contingency met in the process of 
installation, operation, or maintenance. Should further information be required or should particular problem arise 
ǿƘƛŎƘ ŀǊŜ ƴƻǘ ŎƻǾŜǊŜŘ ǎǳŦŦƛŎƛŜƴǘƭȅ ŦƻǊ ǘƘŜ ǳǎŜǊΩǎ ǇǳǊǇƻǎŜǎΣ ǘƘŜ ƳŀǘǘŜǊ ǎƘƻǳƭŘ ōŜ ǊŜŦŜǊǊŜŘ ǘƻ ²ƻaŀǎǘŜǊΦ ¦ǎŜǊǎ Ƴǳǎǘ ōŜ 
aware that updates and amendments will be made from time to time to add new information and/or correct 
possible unintentƛƻƴŀƭ ǘŜŎƘƴƛŎŀƭ ƻǊ ǘȅǇƻƎǊŀǇƘƛŎŀƭ ƳƛǎǘŀƪŜǎΦ Lǘ ƛǎ ǘƘŜ ǳǎŜǊΩǎ ǊŜǎǇƻƴǎƛōƛƭƛǘȅ ǘƻ ŘŜǘŜǊƳƛƴŜ ǿƘŜǘƘŜǊ ǘƘŜǊŜ 
have been any such updates or amendments of the Manual. WoMaster assumes no responsibility for its use by the 
third parties. 

 

WoMaster Online Technical Services 
At WoMaster, you can use the online service forms to request the support. The submitted forms are stored in server 
for WoMaster team member to assign tasks and monitor the status of your service.  Please feel free to write 
to help@womaster.eu if you encounter any problems. 

mailto:help@womaster.eu
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1. INTRODUCTION 

1.1 OVERVIEW 

DS410F/DS410L/DS410L-MM/SS-SC/DP410L-LV series is designed for industrial environments requiring high 

quality fiber communication such as industrial automation, road traffic control, etc. DS410F provides 10-port 

full-gigabit Ethernet including 6-port SFP, 2-port SFP/RJ45 combo and 2-port RJ45 (up to 8-port SFP). DS410L 

provides 8-port RJ45 and 2-port SFP or for multi-port Giga copper requirement. DS410L-MM/SS-SC provides 8-port 

RJ45 and 2-port Single/Multi-mode SC Type fiber for legacy fiber connectivity requirement. DP410L-LV provides 

8-port 802.3at/af PoE+ RJ45 and 2-port SFP, available for 24V input for Industrial GbE PoE application requirement. 

Full Gigabit capability and rugged industrial design ensures system high performance and reliability in harsh 

environments, that has excellent heat dissipation design for operating in -40~75oC environments. For industrial PoE 

environment, the 802.3at/af PoE ports support up to 30W per port and low voltage 24V(12-57V) power input in the 

field network. For convenient traffic control and zero packet loss data transmission, this series switches offer 

contemporary management and security functions. For the best traffic control, the switch management side features 

have been utilized: LACP, VLAN, QinQ, QoS, IGMP snooping v2, and etc. 

For uplink connection, the DS410F/DS410L/DP410L-LV provides Gigabit SFP plugs, user can insert the highly 

flexible SFP optical fiber transceiver for long distance fiber uplink. These SFP ports provide 100M or 1000M high 

speed uplink connection to higher level backbone switches with RSTP Network Redundancy technology ensures the 

reliability of high-quality video transfer.  

For legacy type Fiber uplink connector, the DS410L-MM/SS-SC provides 2 1000M Multi-/Single-mode SC Type 

Fiber optic which can reach long distance fiber optic connection. The other type fiber optic, for example the 100M 

Fiber, different distance or other specific type fiber optic connector can be considered according to the project need. 

You can contact with our distributor or sales for the need. 

The switch also provides excellent security features, such as DHCP client, DHCP server with IP and MAC binding, 

802.1X Port Based Network Access Control, IP Access table, port security and many other security features. One 

advantage of making it a powerful switch is that it supports network redundancy protocols/technologies such as 

Rapid Spanning Tree Protocol (RSTP). This managed switch also can be intelligently configured through our advanced 

management utility, Web Browser, SNMP(*limited support), Telnet and RS-232 local console with command like 

interface(CLI). All these features are to ensure the safety and manageable of data communication. 

The switch is designed to provide faster, secure, and more stable network. IEC 61000-6-2 / 61000-6-4 Heavy 

Industrial EMC certified design, rugged enclosure and -40~75°C wide operating temperature range, all these features 

guarantee stable performance of the switch for surveillance data transmission under vibration and shock in rolling 

stocks, traffic control systems and other harsh environments. 
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1.2 MAJOR FEATURES 

Below are the major features of DS410F/DS410L Series Switch: 

- DS410F: 10-port Full Gigabit Ethernet, including 6 100/1000M SFP ports, 2 100/1000M SFP/RJ45 

combo ports, and 2 10/100/1000M RJ45 ports 

- DS410L: 10-port Full Gigabit Ethernet, including 2 100/1000M SFP ports and 8 10/100/1000M RJ45 

ports 

- DS410L-MM/SS-SC: 10-port Full Gigabit Ethernet, including 2 1000M Multi -/Single-mode SC Type Fiber 

Optic ports and 8 10/100/1000M RJ45 ports 

- DP410L-LV: 10-port Full Gigabit Ethernet, including 2 100/1000M SFP ports and 8 10/100/1000M 

802.3at/af PoE+ RJ45 ports, 24V input 

- High flexibility of cable types and distances for system integrators 

- DDM function for high quality fiber connectivity monitoring 

- 4K MAC address table 

- Stores and forwards with non-blocking switch fabric 

- Advanced Management Features: Flow Control, Port Trunk/802.3ad LACP, VLAN, Private VLAN, Shared VLAN, 

Class of Service, Traffic Prioritize, Rate Control, Port Mirror, IGMP Snooping v2, Port classification, Port policing, 

Port scheduler, Port shaping, QoS control list, WRED, Port Security, ACL, Loop Protection. 

- Advanced Security System: IEEE 802.1X/RADIUS, Management IP, Management VLAN, SSL 

- Redundancy Technology: Rapid Spanning Tree Protocol (RSTP)  

- Various configuration paths, including Web GUI, CLI, and SNMP(*limited support) 

- LLDP topology control 

- Typical 24V Redundant Power Input design, up to 10~60V(57V@PoE model) wide input range  

- Excellent heat dissipation design for operating in -40~75 C environments 

- High level EMC protection exceeding traffic control and heavy industrial ǎǘŀƴŘŀǊŘǎΩ requirements 

- IEC 61000-6-2/4 Heavy Industrial Environment 

- IP31/IP30 ingress protection 
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2. HARDWARE INSTALLATION 

This chapter introduces hardware, and contains information on installation and configuration procedures. 

2.1 HARDWARE DIMENSION 

Dimensions of DS410F: 65 x 155 x 120 (W x H x D) / without DIN Rail Clip 

Dimensions of DS410L/410LF: 50 x 155 x 120 (W x H x D) / without DIN Rail Clip 

DS410F 

 
 

DS410L 
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DS410L-MM/SS-SC (Sep. 2020) 

 

DP410L-LV 
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Front Panel Layout 

DS410F 

DS410F is included 6 ports 100/1000M SFP, 2 ports 100/1000M SFP/RJ45 Combo, 2 ports 10/100/1000M RJ45, 

System LED, RJ-45 diagnostic console, 2 x 4-pin terminal block connector (4 pin for power inputs, 2 pin for digital 

input and 2 pin for alarm relay output) and 1 chassis grounding screw. On the rear side of switch there is DIN rail clip 

attached.  

 

 

 

DS410L 

DS410L is included 2 ports 100/1000M SFP, 8 ports 10/100/1000M RJ45, Power & Alarm LED, RJ-45 diagnostic 

console, 2 x 4-pin terminal block connector (4 pin for power inputs, 2 pin for digital input and 2 pin for alarm 

relay output) and 1 chassis grounding screw. On the rear side of switch there is DIN rail clip attached. 

Compare to DS410F, DS410L is slim mechanical design with less wider front panel. 
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Bottom Side 
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DS410L-MM/SS-SC 

DS410L is included 2 ports 1000M Multi/Single-mode SC Type Fiber Connector, 8 ports 10/100/1000M RJ45, 

Power & Alarm LED, RJ-45 diagnostic console, 2 x 4-pin terminal block connector (4 pin for power inputs, 2 pin 

for digital input and 2 pin for alarm relay output) and 1 chassis grounding screw. On the rear side of switch there 

is DIN rail clip attached. 

Compare to DS410F, DS410L and DS410L-MM/SS-SC are slim mechanical design with less wider front panel. 

 

 

 

Bottom Side 
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DP410L-LV 

DP410L-LV is included 2 ports 100/1000M SFP, 8 ports 10/100/1000M 802.3at/af PoE+ RJ45 ports, Power & 

Alarm LED, diagnostic console, 2 x 4-pin terminal block connector (4 pin for power inputs, 2 pin for digital input 

and 2 pin for alarm relay output) and 1 chassis grounding screw. On the rear side of switch there is DIN rail clip 

attached. ItΩs slim mechanical design with Managed PoE functionalities. 

 

  

 

 

 

Integrated Power  
Connector 
Ͼ4-pin terminal block for  

redundant power input 

System LED 
Ͼ2 x Power 
Ͼ1 x ALM/DO 

DIN Clip 
10-port Full  

Gigabit PoE Ethernet 
DP410L-LV: 
Ͼ8-port 10/100/1000M RJ45,  
   802.3at/af compliant PoE+ 
Ͼ2-port 100/1000M SFP 
ϾLED:  
   Ethernet: Green On/Blinking 
   PoE: Amber On/Off 

RS232 Console 

Integrated DI/DO Connector 
Ͼ4-pin terminal block  
  2-pin for DI 
  2-pin for DO 

Chassis Ground Reset 
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2.2 WIRING THE POWER INPUTS 

Power Input port in the switch provides 2 sets of power input connections (P1 and P2) on the terminal block. x 

On the picture below is the power connector. 

 

 

Wiring the Power Input 

1. Insert the positive and negative wires into the V+ and V- contact on the terminal block connector. 

2. Tighten the wire-clamp screws to prevent the power wires from being loosened. 

3. Connect the power wires to suitable AC/DC Switching type power supply. The typical input voltage is 24VDC. 

The other input DC voltage should be in the range of 10VDC to DC 60VDC or 10 to 57VDC in DP410L-LV. It is 

not recommend to connect above 50V voltage in DS410L/DS410L-MM/SS-SC series. 

 

WARNING: Turn off AC power input source before connecting the Power to the terminal block 

connectors, for safety purpose. Don not turn-on the source of AC/DC power before all of the 

connections were well established.  
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2.3 WIRING THE ALARM RELAY OUTPUT (DO) 

The relay output contacts are located on the front panel of the switch. The relay output consists of the 2-pin 

terminal block connector that used to detect DI change and user-configured events. The two wires attached to the 

fault contacts form a close circuit when a user-configured event is triggered. If a user-configured event does not 

occur, the fault circuit remains opened. The fault conditions such as power failure, Ethernet port link break or other 

pre-defined events which can be configured in the switch. Screw the DO wire tightly after digital output wire is 

connected. 

 

 

 

 

 

 

2.4 WIRING THE DIGITAL INPUT (DI) 

The Digital Input accepts one external DC type signal input that consists of two contacts on the terminal block 

connector on the switchΩs top panel. It can be configured to send DO Alarm output when the signal is changed. The 

signal may trigger and generated by external power switch, such as door open trigger switch for control cabinet. The 

switchΩs Digital Input accepts DC signal and can receive Digital High Level input DC 11V~30V and Digital Low Level 

input DC 0V~10V.  

  

Here are the steps to wire the Digital Input: 

STEP 1: Insert the negative and positive wires into the - /+ terminals, respectively.  

STEP 2: To keep the wires from pulling loose, tighten the wire-clamp screws on the front of the terminal block 

connector.  

STEP 3: Insert the terminal block connector prongs into the terminal block receptor, which is located on the switchΩǎ 

top panel. 

NOTE: The relay contact only supports 0.5 A current, DC 24V. Do not apply voltage and current higher 

than the specifications. 
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2.5 DIAGNOSTIC CONSOLE & RESET 

The switch provides Diagnostic Console and Reset button. 

RS232 Diagnostic Console, the default baud rate setting is 115,200, N, 8, 1. 

Reset button allows you to reset switch or reload to factory default (>7 sec) 

 

 

2.6 CONNECTING THE GROUDING SCREW 

Grounding screw is located on the front side of the switch. Grounding Screw helps limit the effects of noise due to 

electromagnetic interference (EMI) such as lighting or surge protection. Run the ground connection from the ground 

screw to the grounding surface prior to connecting devices. And tighten and wire to chassis grounding for better 

durability. 

 
 

2.7 DIN RAIL MOUNTING 

The EN50022 DIN-Rail plate should already attached at the back panel of the switch screwed tightly. If you need to 

reattach the DIN-Rail attachment plate to the switch, make sure the plate is situated towards the top, as shown by the 

following figures. 

 

To mount the switch on DIN Rail track, do the following instruction: 

1. Insert the top side of DIN Rail track into the slot of DIN Rail clip. 

2. Lightly clip the bottom of DIN-Rail to the track and make sure it attached well. 

3. To remove the switch from the track, reverse the steps. 

Baud Rate: 115200 /  

Parity: None / Data Bit: 8 / Stop Bit: 1 

Reset 
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2.8 SC FIBER OPTIC 

DS410L-MM/SS-SC Series switch is equipped with two SC Type fiber ports.  

The picture below shows the fiber ports SC-Ports Pinouts: 

 

 

The picture below shows the fiber ports connectivity. 

To connect the fiber port, remember to link the Tx (transmit) port to the Rx (receive) port of the receiving device, and 

the Rx (receive) port to the Tx (transmit) port of transmitting device. 

 

 

 

The SC connector provides good packaging strength, and its push-and-pull connection allows the fiber core to be 

more protected during the connection process. However, we still need to note you:  

Note: Be careful when connecting the fiber port, wrong connection will cause the fiber port not working properly. 

 

For all SC Fiber connection, the Single-mode or Multi-mode Fiber optic cable type, the bandwidth (default 1G), 

typical wave (1310nm) and available distance (depends on TX Power/RX Sensitivity) must be the same in both end. 

Besides, the field technician also suggest cleaning before connecting helps protect the fiber core section from 

scratches, prolong the life of the connector, and prevent the section from being contaminated and affecting the 

signal strength. Please entrust a professional optical fiber network cabling company for construction and regular 

maintenance of optical fiber quality. 
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 2.9 PoE (DP410L-LV)  

DP410L-LV is the managed PoE switch of this series. It equipped with eight 802.3at/af PoE+ ports and accepts 24V 

power input, the wide available input voltage is range from 12-57V. For PoE ports, each port can deliver up to 30W 

power consumption and totally 120W of the system at 24V input. 

This chapter introduces the booster PoE design of the power input, power budget of PoE output, quick enable PoE 

feature on portsΧetc. For detail Web GUI configuration, please read this chapter 3.1.16 POE. 
 

Major PoE Specification Comparison Table: 
 

Type 1 PoE 
 

Type 2 PoE+ Type 3 PoE++ 

(Not support) 

Standard 802.3af 802.3at 802.3bt 

PSE min. output 15.4W 30W 60W/90W 

PD min. Input 12.95W 25.5W 51W~60W 

Voltage Input 44~57V 

Typical: 48V 

50~57V 

Typical: 54V *Note 1 

50~57V 

Typical: 54V 

Max. Current 350mA 600mA 600mA per pair 

Cable Cat. (min.) Cat5e Cat5e 

*Note 2 

Above Cat5e  

*Note 2 

Power over 2-pairs 2-pairs  

(V+: 4/5, V-: 7/8) 

Class 0-4: 2/4 pairs  

Class 5/6: 4 pairs 

Length 100m 100m 100m 

Note 

  

Target to ratify 802.3bt at 

2017 

 

Note 1: Considering the voltage lost while wiring long distance Ethernet cable, we suggest typical voltage input of 

PSU is 54V. The witch also support low voltage 24VDC input, however, it may consume more power lost while 

booster from low voltage to 54V, the typical voltage of PoE port output voltage. 

Note 2: When POE Ethernet power is used in factory wiring, dozens of lines are often laid together. Multiple wires 

will generate more heat, which will have certain safety hazards. Please choose a better quality and higher operating 

temperature wire. In addition to the wire, the quality of the RJ45 connector is also very important. Inferior quality 

RJ45 plug may also cause damage, short or even machine/PD damage in poor environmental factors.  



 

18 
 

2.9.1 Power Input 
Booster PoE 

Booster PoE: With the Booster PoE design, the router can support low voltage input and still deliver 54VDC output 

to the power device (PD). The router support typical 24VDC input, range from 10V-57VDC. The compliant power 

budget of the 10-18V input is different from that of 19.2-57V input, ensure that the power budget is enough before 

installing. For better power efficiency, we recommend higher voltage input. 

Power Input 10-18 8.27A 19.2-54 7.31A 55/56/57 2.5A 

PoE Output 54 60W 54 120W 55/56/57 120W 

Note: For 12V battery system, the system also accepts 9.6V input for short period and lower power consumption. 

The 9.6V is the design capacity of the switch, not recommend to use 9.6V for long period. 

2.9.2 PoE Power Output 
PoE Budget 

Port Budget Plan in PoE switch system: Every PoE device has the restriction of delivering PoE power. The switch 

supports maximum 120W while 24V (19.2V-57V) input, 60W while 12V (12-18V) input. Make sure the power 

budget is enough for the power request of the Power Devices in the beginning. Type the budget limit while enabled 

the PoE system. 

 

Below is the figure of the PoE Budget configuration: 

 

 

Port Budget Plan in PoE port: The PoE port budget is compliant with IEEE 802.3at/af standard. The maximum 

available current in 802.3at is 600mA, the maximum available current in 802.3af is 350mA. The maximum PoE 

budget of the PoE port can be configured in Web GUI is 33W in our PoE Switch, however, we still suggest max. 30W 

per port. 

 

IEEE 802.3at Input Voltage: Typically, to enable the IEEE 802.3at High Power PoE function, the power input voltage 

should be DC 50-57V to obtain better performance. Applies DC 48V to PoE Switch and perform 30W high power 

output may cause the PoE disable automatically. To avoid this issue, we suggest adjust the power supply output to 

54V DC or higher. In usually, the Switching power supply adopted adjust resistor for voltage fine tune.  

However, since the switch supports Booster PoE design, we can accept low voltage input, but, we fixed the 

PoE output voltage at 54VDC while the power input is <54VDC. If your application requests higher than 54V PoE 

output voltage, please still use 55-57V as power input voltage. The switch has no command to modify the 55-57V 

WARNING: If the power budget is insufficient, the fuse of the system or PoE components will be damaged. 

Type the correct budget limit while enabled the PoE system is important. 
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PoE output voltage.  

 

PoE Priority: If the system PoE consumption is over the system budget control, the PoE system will turn off low 

priority port PoE function, until the consumption is becomes smaller than the system budget. In the switch, the PoE 

priority is depended on port setting, you can configure which port number has higher priority than others.  

 

WARNING: During the PoE operating, the surface will accumulate heat and caused surface temperature 

becomes higher ǘƘŀƴ ŀƳōƛŜƴǘ ǘŜƳǇŜǊŀǘǳǊŜΦ 5ƻ ǊŜƳŜƳōŜǊ ŘƻƴΩǘ ǘƻǳŎƘ ŘŜǾƛŎŜ ǎǳǊŦŀŎŜ ŘǳǊƛƴƎ tƻ9 ƻǇŜǊŀǘƛƴƎΦ 
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2.9.3 PoE Configuration  
Login to the web GUI, select PoE to inspect and configure the PoE port settings. For detail configuration, please 

refer to the chapter 3.1.16 PoE. In this chapter, we will explain quick and easy configure steps. 

Under normal circumstances, the 802.3at/af compliant Powered Device(PD) can be automatically determined, and 

the switch can determine the connected PD by its power άClassέ. You only need to allocate Power Budget for the 

switchΩs ports, and enable PoE feature for all ports or the specific ports. 

The easy way is to keep the default settings and enable PoE+ (802.3at/af) for all ports. The PoE+ stands for the 

802.3at version, which is backward compatible with 802.3af PoE. The following is the screen of Power over 

Ethernet Configuration. Select the άPoE+έ at the top of the column of the PoE mode, and then click άSubmitέ. 

 

After submission, the PoE+/PoE ports are enabled and start to detect the PD and deliver power. You can view the 

current status of the connected PDs through the άMonitorέ -> άPoEέ. In the figure below, it shows that the two IP 

Cameras are connected and powered on the Port 1 and Port 7. You can also see how much power is allocated and 

used. 

 

After configured, please remember to save the PoE configuration permanently to startup-config. Even if you 

reboot/cold start the switch, the settings will be permanently saved and activated. 
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22 
 

3. DEVICE INTERFACE MANAGEMENT 

To access the management interface, WoMaster has several ways access mode through a network; they are web 

management and console management. Web interface management is the most common way and the easiest way 

to manage a network, through web interface management, a switch interface offering status information and a 

subset of switch commands through a standard web browser. If the network is down, another alternative to access 

the management interface can be used. The alternative way is by using console and telnet management which is 

offer configuration way through CLI Interface. WoMaster also provide excellent alternative by configure the switch 

Ǿƛŀ w{нон ŎƻƴǎƻƭŜ ŎŀōƭŜ ƛŦ ǳǎŜǊ ŘƻŜǎƴΩǘ ŀǘǘŀŎƘ ǳǎŜǊ ŀŘƳƛƴ t/ ǘƻ ǘƘŜ ƴŜǘǿƻǊƪΣ ƻǊ ƛŦ ǳǎŜǊ ƭƻǎŜǎ ƴŜǘǿƻǊƪ ŎƻƴƴŜŎǘƛƻƴ ǘƻ 

Managed Switch. This manual describes the procedures for Web Interface and how to configure and monitor the 

managed switch only. For the CLI management interface please refers to the CLI Command User Manual. 

 

PREPARATION FOR WEB INTERFACE MANAGEMENT 

WoMaster provides Web interface management that allows user through standard web-browser such as Microsoft 

Internet Explorer, or Mozilla, or Google Chrome, to access and configure the switch management on the network. 

1. Plug the DC power to the switch and connect switch to computer. 

2. Make sure that the switch default IP address is 192.168.10.1. 

3. Check that PC has an IP address on the same subnet as the switch. For example, the PC and the switch 

are on the same subnet if they both have addresses that start 192.168.1.x (Ex: 192.168.10.2). The subnet 

mask is 255.255.255.0.  

4. Open command prompt and ping 192.168.10.1 to verify that the switch is reachable. 

5. Launch the web browser (Internet Explorer or Mozilla Firefox or Google Chrome) on the PC. 

6. Type http://192.168.10.1 (or the IP address of the switch). And then press Enter and a pop up login page 

will appear. 

7. Type user name and the password. Default user name: admin and password: admin. Then click Login. 

8. After login and configured, remember to save the configuration. Select Maintenance -> Configuration -> 

Save Startup-config -> Save Configuration.  

Figure of άSave Startup-configέ, Save Running Configuration to startup-config can permanently save the 

setting after cold reboot. 

http://192.168.10.1/
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In this Web management for Featured Configuration, user will see all of WoMaster {ǿƛǘŎƘΩǎ various configuration 

menus at the left side from the interface and a port state interface at the right side from the configuration page. 

Through this web management interface user can configure, monitoring, and set the administration functions. The 

whole information used web management interface to introduce the featured functions. User can use all of the 

standard web-browser to configure and access the switch on the network.  

This web management has 4 big configuration functions: 

 

 ̧ Configuration 

This section will cover all of the configuration features for this switch. 

 ̧ Monitor 

This section will cover all of the monitoring sections include the traffic, QoS, Security, Aggregation, spanning tree, 

LLDP, VLAN and etc. 

 ̧ Diagnostics 

This section will cover the Ping, Traceroute and the VeriPHY features. 

 ̧ Maintenance 

This section will cover the firmware upgrade; restart the device, factory reset to defaults, upload and download the 

configuration file from the switch. 

Go to the Home page. 

Logout. Click άLogoutέ, the popup window shows άDo you want to log out the web siteΚέ 

Help. Click άHelpέ button, the popup window shows explains how to configure the feature. 
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PREPARATION FOR SERIAL CONSOLE 

Attach RJ-45 to RS-232 DB-ф ŎƻƴǎƻƭŜ ŎŀōƭŜ ǘƻ t/Ωǎ /ha ǇƻǊǘΤ ŎƻƴƴŜŎǘ wWпр ŎƻƴƴŜŎǘƻǊ ǘƻ ǘƘŜ /ƻƴǎƻƭŜ ǇƻǊǘ ƻf the 

WoMaster Managed Switch.  

1. Go to Start -> Program -> Accessories -> Communication -> Hyper Terminal 

2. Give a name to the new console connection. 

3. Choose the COM name 

4. Select correct serial settings. The serial settings of WoMaster Managed switches are as below: 

Baud Rate: 115200 / Parity: None / Data Bit: 8 / Stop Bit: 1 

5. After connected, switch login screen can be seen.  

 

6. Login the switch. The default username: admin; password: admin. 

 

You can also access the switch through the Telnet console. You can enable the Telnet function or download the 

Telnet tool in your system. Type the target IP the same as your switchΩs IP address, then you can see the Console 

interface. 

 

The next chapter will typically introduce how to use the command line to configure some features of the switch. 




















































































































































































































































































































